**Setting your Browser up on TLS 1.2 **

Microsoft Internet Explorer

1. Open Internet Explorer
2. Click on Tools , then Internet Options
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3. Click the Advanced tab, scroll down to Security category at the bottom,
manually check the option box for Use TLS 1.2, click OK
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*Takes effect after you restart your computer

[ Restore advanced settings ]

Reset Internet Explorer settings

Resets Internet Explorer's settings to their default
condition.

‘fou should only use this if your browser is in an unusable state.

@ Some settings are managed by your system administrator.
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4. Close your browser and restart Internet Explorer



Google Chrome

1. Open Google Chrome, Click the Menu Bar ® , Click Settings
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3. Scroll down to the System section and click on Open proxy settings
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4. Select the Advanced tab, scroll down to Security category, manually check the
option box for Use TLS 1.2, click OK
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*Takes effect after you restart your computer
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Reset Internet Explorer settings

Resets Internet Explorer's settings to their default
condition.

‘fou should only use this if your browser is in an unusable state.
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5. Close your browser and restart Google Chrome

Apple Safari

There are no options for enabling SSL protocols. If you are using Safari version 7 or
greater, TLS 1.1 and TLS 1.2 are automatically enabled.

Mozilla Firefox

For assistance with Mozilla Firefox, please contact our E-Commerce Department at
303.963.1333



